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AMENDMENT NO. 1578 TO AMENDMENT NO. 1463 

(Purpose: To reform procedures for deter-
minations to proceed to trial by court- 
martial for certain offenses under the Uni-
form Code of Military Justice. 

Mr. REED. I ask that the pending 
amendment be set aside and on behalf 
of Senator GILLIBRAND I call up amend-
ment No. 1578. 

The PRESIDING OFFICER. The 
clerk will report. 

The legislative clerk read as follows: 
The Senator from Rhode Island [Mr. REED], 

for Mrs. GILLIBRAND, proposes an amendment 
numbered 1578 to amendment to 1463. 

Mr. REED. I ask unanimous consent 
that the reading of the amendment be 
dispensed with. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

(The amendment is printed in the 
RECORD of June 3, 2015, under ‘‘Text of 
Amendments.’’) 

Mr. REED. Thank you, Mr. Presi-
dent. 

The PRESIDING OFFICER. The Sen-
ator from Arizona. 

Mr. MCCAIN. Mr. President, as is ob-
vious, we have an agreement to votes 
on both the Gillibrand and Ernst 
amendments. I would imagine it may 
require a recorded vote, but I am not 
positive. Then, we are planning on 
moving forward with additional amend-
ments as agreed to by both sides and a 
managers’ package as well. That is our 
intention. I am told that at some point 
there may be a cloture motion on the 
bill as well. 

So I wish to thank the Senator from 
Rhode Island for his continued coopera-
tion, and hopefully we can get as many 
Members’ amendments as possible up 
and voted on and finish the bill, at the 
soonest, next week. 

f 

MORNING BUSINESS 

Mr. MCCAIN. Mr. President, I ask 
unanimous consent that the Senate 
proceed to a period of morning busi-
ness, with Senators permitted to speak 
therein for up to 10 minutes each. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

Mr. MCCAIN. I await the impressive 
and loquacious and convincing words of 
the Senator from Texas. 

I yield the floor. 
The PRESIDING OFFICER. The Sen-

ator from Texas. 
Mr. CORNYN. Mr. President, I appre-

ciate the comments of my friend from 
Arizona, but if I am going to be as lo-
quacious as he suggested, it may take 
me a little more than 10 minutes, so I 
ask unanimous consent to speak for up 
to 15 minutes. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

NATIONAL DEFENSE 
AUTHORIZATION ACT 

Mr. CORNYN. Mr. President, over the 
last few days, this Chamber has been 
discussing the Defense authorization 

bill, thus fulfilling one of our basic re-
sponsibilities as part of the Federal 
Government; that is, our national secu-
rity, and in the process making sure 
our warfighters—the people who are on 
the cutting edge of the knife, so to 
speak, in terms of our national secu-
rity—have the resources we are mor-
ally committed and duty-bound to pro-
vide them. 

So when voting for the Defense au-
thorization bill, we as legislators are 
fulfilling our responsibilities, just as 
those who wear the uniform are per-
forming their duties—no more, no 
less—although I must say ours is a tad 
safer than they are experiencing, to be 
sure. 

With so much at stake for the secu-
rity of our country, the well-being of 
our folks in uniform as well as the fam-
ilies of those servicemembers hanging 
in the balance, as I mentioned yester-
day, it is particularly disappointing 
that the Democratic leader has charac-
terized the discussion of this bill as ‘‘a 
waste of time.’’ I really have to believe 
he would want to take those words 
back because it certainly is not a waste 
of time. 

Unfortunately, it is becoming more 
and more evident that the threats of 
the Democratic leader and the Presi-
dent of the United States to stall Re-
publicans’ efforts to get this bill passed 
quickly is just the first step to a larger 
political strategy. The reason I know 
that is not because it just occurred to 
me—an epiphany—it is because they 
said so in the pages of the Washington 
Post just yesterday. 

The headline says it all: ‘‘Democrats 
prepare for filibuster summer.’’ That is 
the headline in the Washington Post 
yesterday. 

The article goes on to say: ‘‘Demo-
crats have decided to block all spend-
ing bills starting with the defense ap-
propriations measure headed to the 
floor next week.’’ 

So imagine my surprise when yester-
day the Democratic leader came to the 
floor and accused Republicans of 
threatening to shut down the govern-
ment, the same day his colleague, the 
senior Senator from New York, de-
tailed their strategy to block all appro-
priations bills, in the Washington Post. 

One thing we have to love about our 
friends across the aisle: They are not 
unclear, nor are they timid, about tell-
ing us what their plans are. Indeed, it 
is there for the world to read and for us 
to read. 

But let me say it again. Hours after 
the Democratic leader laid out their 
plans to filibuster all government 
spending bills, their leader claimed Re-
publicans were the ones threatening a 
shutdown. 

This type of cynical political maneu-
vering is what the American people so 
soundly rejected in the last election on 
November 4. Stifling debate and shut-
ting down the Senate are not what the 
American people sent us to do, and it is 
certainly not what my constituents ex-
pect me to do on their behalf. 

Today, our colleagues across the 
aisle have now blocked an amendment 
that would provide for greater sharing 
of information to address the rampant 
and growing cyber threat this country 
faces. The sharing of cyber threat in-
formation will help us as a country 
deter future cyber attacks, and it helps 
both the public and the private sector 
to act in a more nimble way when at-
tacks are detected. So the fact that 
seven Democrats joined virtually all 
Republicans to move forward with this 
bill, tells me the Democratic position 
is not monolithic. In other words, when 
the Democratic leader and the senior 
Senator from New York say it is our 
plan to shut down the Senate and not 
to cooperate to get the people’s work 
done, not every Member of the Demo-
cratic minority are comfortable with 
that cynical strategy—and good for 
them. 

The refusal to move forward with 
this legislation, particularly the cyber 
security part of this discussion, is just 
unconscionable. 

Let me give my colleagues some 
other headlines. Just last week, there 
was a massive breach at the Office of 
Personnel Management. The sensitive 
personal information of up to 4 mil-
lion—4 million—current and former 
Federal employees may have been com-
promised. There are now reports that 
the stolen data includes login informa-
tion and credentials that is actively 
being traded, bought, and sold online. 

Now, we will await the details of the 
current investigation into this, but we 
know it has great potential to harm 
not only the privacy interests and the 
financial interests of the people af-
fected but also our national security. 
We know there are state actors—nota-
bly China and Russia—who are, on a 
regular basis, engaged in cyber attacks 
against the United States in an effort 
to steal our intellectual property as 
well as in order to do intelligence oper-
ations using the Internet and using 
cyber space. 

Now, in terms of the personal inter-
ests of these employees, it may expose 
them—many of whom may work with 
national security matters—to further 
targeting by hackers, identity thieves, 
and even foreign intelligence agents. 

At the end of last month, it was re-
ported that the data of more than 
100,000 taxpayers was stolen at the IRS. 
Just so colleagues understand the rea-
son for my concern, the former Acting 
Director of the CIA, on June 11, 2015, 
when asked about former Senator and 
former Secretary of State Hillary Clin-
ton’s decision to put all of her official 
emails at the Secretary of State’s of-
fice on a private email server, Michael 
Morell said: ‘‘I think that foreign intel-
ligence services, the good ones, have 
everything on any unclassified network 
that the government uses.’’ 

So not only do they have it on un-
classified networks such as the one Hil-
lary Clinton maintained, but also if 
they are able to breach the security 
measures we have in place on govern-
ment networks, they are happy to steal 
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